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1. Purpose  

1.1. Purpose of the Document 

This Volume 2 Requirement forms part of a series of documents that form the National Audit 

Office’s (NAO) Invitation to Tender (ITT) documentation pack. 

The purpose of the Volume 2 Requirement is to set out the requirements for IT Managed 

Services Support.  

The Volume 2 Requirement consists of three parts: 

• Section 2 Introduction presents an overview of NAO and the NAO’s requirement.  

• Sections 3 onwards present the Requirements to which Tenderers should respond in the 

Volume 3 Part 1 Response document. The detailed instructions for response are described 

in Volume 3 instructions and Volume 1.  

• Appendices [A-Q] to which several of the NAO’s requirements in Section 3 onwards refer, 

and which are as follows:  

• Appendix A: Asset & Configuration Management Policy 

• Appendix B: Asset & Configuration Management Process 

• Appendix C: Change Management Control Process and Policy 

• Appendix D: Disposal of Assets Policy and Procedure 

• Appendix E: Incident Management Policy  

• Appendix F: Incident Management Process 

• Appendix G: Knowledge Management Policy 

• Appendix H: Knowledge Management Process 

• Appendix I: Major Incident Management Process 

• Appendix J: Onsite Service Desk Runbook 

• Appendix K: Problem Management Policy 

• Appendix L: Problem Management Process 

• Appendix M: Service Catalogue 

• Appendix N: Service Level Management Policy 

• Appendix O: Service Level Management Process 

• Appendix P: Service Request Management Policy 
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• Appendix Q: Service Request Management Process 

  



 

NAO Volume 2 Requirement                                                                               5 

2. Introduction  

2.1. About the NAO 

The National Audit Office (NAO) is the UK’s independent public spending watchdog, it supports 

parliament to hold government to account and to improve public services.  The organisation’s 

focus is on driving long-term sustainable improvement in public service delivery, working with 

government and our stakeholders to deliver better performance. 

2.2. Overview of the Requirement 

The NAO seeks an experienced supplier to provide a Managed IT Support Service for a term of 

up to 5 years, including the transition stage from the current contract. 

The National Audit Office’s (NAO) digital estate is managed by an in-house team (Digital 

Services, DS) with certain key IT support capabilities provided by an external strategic partner. 

The basic working hours are 08:00 to 18:00 Monday to Friday with some peak business periods 

requiring extended support hours. Together we support around 1300 users generating about 

1300 tickets per month 

The NAO is now seeking an experienced supplier to act as this partner and provide a managed 

IT Support Service for a term of up to 5 years. This managed service will incorporate a modern 

Service Desk function, Deskside Support provision, and 2nd and 3rd line support resource to 

manage an array of technical services, products, and applications primarily within the Microsoft 

365 stack. 

The Supplier shall also provide a range of product related services including the configuration 

and issue of laptops and administrative IT support for Joiners and Leavers (around 300 per 

year). 

The NAO anticipates a close strategic relationship with the partner, working in collaboration with 

the NAO’s DS Service Management team to manage and drive a programme of continuous 

improvement including ticket resolution strategies, to re-enforce a self-service culture and to 

support and develop digital confidence and resilience across the NAO user community.   

The Supplier will be required to use NAO’s ServiceNow ITSM tool to support and manage the 

services. The NAO DS department are aligned to ITIL 4 and expect the support provision 

provided by the supplier to be in line with industry best practice to support the NAO’s highly 

mobile and IT dependent workforce.  

2.3. Structure of the Requirements 

The requirements for the service are categorised into five Families which form the structure of 

this Volume 2 Requirement document, as follows: 

• Service Management  

• Technical Services  

• Management  

https://www.nao.org.uk/
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• Social Value  

• Pricing  

Each Family is further categorised into Groups, and then into Requirements Areas, within which 

individual requirements are listed. 

2.4. Requirement Types 

Requirements are identified as “Input” or “Output”. All requirements are mandatory. 

• “Input” requirements are those to which the Tenderer must indicate compliance in the 

Volume 3 Response.  

• “Output” requirements are those to which the Tenderer must indicate compliance in the 

Volume 3 Response, and for which Tenderers must also provide details of how it will meet 

the requirement.  

Some Requirements Areas include additional information to help Tenderers understand the 

relevant context for an area. This is indicated as appropriate in the Tables as “For information 

Only”. No response is required for these “For Information Only” entries. 

Certain requirements refer to Volume 2 Appendices [A-Q]. These process and policy 

documents provide additional detail about the services that the Supplier must provide referenced 

in the requirements. 

The content of the Appendices therefore also forms part of the requirement which 

Tenderers must meet.   

These process and policy documents provide the foundations of NAO’s Service Management 

System (SMS) that is used in conjunction with our ITSM platform (ServiceNow).  They were 

created to align Digital Services with the standards and principals of ISO20000 and bring in a 

set of mature working practices that DS (in conjunction with our strategic partners and suppliers) 

use to manage the end-to-end delivery of IT services to our user base. 

These documents have been written to ensure there is a common operating model that is 

followed and adopted by all individuals who interact with the NAO’s ITIL management practices 

to deliver and support services defined within the Service Catalogue.  They are not Supplier-only 

process and policies. 

It is highly likely that the process and policies will evolve over time which will necessitate update 

to the associated documents. Where these updates may impact the supplier of the services, for 

example in terms of changes to roles, responsibilities or SLAs, the NAO would expect to assess 

such changes using formal change control process, involving consultation of the supplier before 

agreement and documentation of those changes.  
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• Physical installation, move and change activity. 

• Routine site services (e.g., video conference meeting room checks, CI audits 

and stock checks).  

• Regular update of the onsite service desk runbook 

• Hands and eyes support for remote support teams and assistance to 

hardware maintenance providers during break/fix hardware resolution 

• Perform other tasks requested by and agreed with the NAO that are not part 

of the regular activities but can be completed within the existing workload and 

schedules. 

DSS02 Output  The Supplier shall provide cover for planned on-site support engineer 

absences (e.g., holiday) with trained and experienced resource. The Supplier 

shall provide cover for unplanned absences (e.g., sickness) with appropriately 

trained and experienced resource on the same day (best endeavours) 

following the commencement of absence. 

DSS03 Input The Supplier shall provide an on-site support engineer to work from NAO’s 

Newcastle office (St. Nicholas Building, St. Nicholas Street, Newcastle upon 

Tyne) on a one Working Day per fortnight basis for 8hrs between 08:30 and 

16:30 to undertake the following desk-side support activities, managed through 

the Service Desk: 

User desk-side Support Request activity: 

• Physical installation, move and change activity. 

• Routine site services (e.g., video conference meeting room checks, CI audits 

and stock checks).  

• Regular update of the onsite service desk runbook 

• Hands and eyes support for remote support teams and assistance to 

hardware maintenance providers during break/fix hardware resolution 

• Perform other tasks requested by and agreed with the NAO that are not part 

of the regular activities but can be completed within the existing workload and 

schedules. 

DSS04 Input The Supplier shall, on request, de-Install and, remove any software assets 

from End User Devices via Active Directory (groups).   

DSS05 Input  The Supplier shall dispose of any assets removed that cannot be re-deployed 

in accordance with the Asset and Configuration Management Policy and 

Procedure documents 

DSS06 Input The Supplier shall provide support to Users, at their desk (when remote 

support is not suitable or agreement with the User as being required), in either 

the London or Newcastle office regarding hardware failures and requests. 
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(v) To ensure that the technical skills, security clearances, and knowledge are 

consistently deployed to the service for its lifetime and gaps or constraints 

resolved in a timely manner. 

(vi) Changes to the Supplier’s security posture or incidents will be reported 

within a reasonable time frame depending on severity or impact on the NAO 

and at the latest by the next scheduled meeting. 

IS06 Input The Supplier's Security Management Plan shall govern in accordance with the 

following principles:  

(i) The NAO reserves the right to visit the successful Supplier and to ascertain 

appropriate evidence and answers to meet our security expectations. The 

Supplier will confirm that this acceptable and will make all necessary 

information available on request. 

(ii) Meetings will be held as frequently as required by both parties and at least 

once per month unless altered in agreement by both sides. 

(iii) Attendees will always be of sufficient seniority to agree and assign tasks 

and deliverables on behalf of each party. 

(iv) There will be a standing agenda for each meeting and changes will be 

requested to the NAO at least one week before each meeting. 

(v) Minutes and an action log will be recorded by the NAO and sent to the 

Supplier within one week of each meeting and any changes must be confirmed 

by the Supplier within one week of receipt. 

(vi) Conflicts of interest impacting upon the Supplier’s ability to manage either 

security or privacy issues are to be raised in accordance with the contract 

requirements. 

IS07 Input The Supplier shall ensure that staff deployed at the NAO are fully conversant 

and understand the NAO’s information security policies and procedures. The 

NAO undertakes to assist in that induction with support from the NAO 

Information Security team. 

IS08 Input The Supplier shall ensure that staff deployed at the NAO are fully conversant 

and understand the NAO’s information security policies and procedures. 

The Supplier will be fully conversant with the NAO’s ServiceNow platform and 

the information security processes that are in place. This includes the following 

features: 

(i) Security incident response 

(ii) Vulnerability response 

(iii) Request management 

The NAO undertakes to assist in that induction with support from the NAO 

Information Security team. 
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In addition to the security awareness training provided by the Supplier, the 

NAO will, by invitation, include Supplier Personnel to NAO-provided security 

awareness training. 

 

  


























